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FIGHTBACK CAMPAIGN
Bill 32 Regulations CUPE Local Preparedness Checklist 

MEMBER CONTACT INFORMATION
· Collect members’ personal contact information
· Can be requested from your employer
· Ensure data is safely stored, properly maintained, and updated
· Establish a privacy policy
· Elect/appoint a Privacy Officer
· If using MRM-LUI to store your membership data, take Personal Information Protection Act (PIPA) training provided by CUPE National

TRUSTEE AUDITS
· Complete all trustee audits
· Get membership approval of trustee audits
· Get CUPE National approval of trustee audits

BUDGET
· Received letters re: “core” spending from affiliates
· Conduct meeting to discuss and approve budget
· Make determination on “core: vs. “non-core” spending
· Vote conducted and approved by membership
· Proper minutes and/or documentation from meetings

ELECTION (OPT-IN)
· Annual date selected for election (opt-in) and revocation period
· Opt-in form provided to all dues payers.
· Forms do not need to be collected if local determines that their spending is 100% core
· Opt-in forms are tracked and properly filed

COMMUNICATIONS
· Letter with breakdown of “core” vs. “non-core” spending provided to all dues payers
· Financial Disclosure – Trustee Audit package (approved by membership) provided to all dues payers in writing
· Letter to employer with breakdown of “core” vs. “non-core” spending percentages
· If 100% “core”, provide the letter informing the employer of this
· If some “non-core”, provide list of dues payers who have elected to pay “non-core” dues to the employer.
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